
IMPORTANT NOTICE (1/20/2026): The State of  Nevada,
Purchasing Division, has been made aware our vendors have

received emails that appear to be from a domain impersonating
the Purchasing Division and asking for emailed, linked, or even

texted information or funds. The Purchasing Division follows
contracted terms related to items such as the administrative fee

or communication about statewide or direct client services
contracts. The Purchasing Division transacts business or

communication via NEVADAePro.com and Purchasing.nv.gov.
The current fraud attempt involves websites redirecting to official
websites (Docusign) to try to gain the trust of  the email recipient

in responding to a different party. Prior scams have involved
spoofing the names and identities of  State Purchasing staff, but

this goes a step further. If  you responded to an email request
with banking information or responded by texting the requested

number, you should notify your financial institution of  the
suspected fraud. If  you receive an email like that in the future, it is

not from the State and should be treated as a phishing scam
notify your IT Security and possibly law enforcement as

applicable. Please do not forward these emails to the State.
Contact information for State of  Nevada employees is public

record and easily available on our website, as is your status as a
vendor registered and/or contracted with the State of  Nevada.
We cannot control how that public information is used. We are

providing this notice in the hope that you can use the knowledge
to ensure you do not fall victim to this sort of  scam. Please

always feel comfortable checking with your established state
contacts about the veracity of  communications purporting to be

from the State of  Nevada or its agencies.


